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ПРАВИЛА

использования сети Интернет

в МКОУ Старо-Тарабинской ООШ имени Героев Советского Союза А.С. Красилова и Л.А. Черемнова

1. **Общие положения**

1.1 Правила использования сети Интернет в МКОУ Старо-Тарабинской ООШ имени Героев Советского Союза А.С. Красилова и Л.А. Черемнова (далее 

Правила) разработаны в соответствии с Федеральными законами №27З-ФЗ от 29.12.2012 «Об образовании в Российской Федерации», №114-ФЗ от 25.07.2002 «О противодействии экстремистской деятельности», №124-ФЗ от 24.07.1998 «Об основных гарантиях прав ребенка Российской Федерации», №4З6-ФЗ от 29.12.2010 «О защите детей от информации, причиняющей вред их здоровью и развитию» и Правилами подключения общеобразовательных учреждений к единой системе контент-фильтрации доступа к- сети Интернет, реализованной Министерством образования и науки Российской Федерации от 11 мая 2011 года.

1.2. Правила:

* регулируют условия и порядок использования сети Интернет обучающимися, педагогическими работниками и другими сотрудниками МКОУ Старо-Тарабинской ООШ имени Героев советского Союза А.С. Красилова и Л.А. Черемнова (далее Учреждение);

  устанавливают запрет доступа к сайтам, содержащим информацию, причиняющую вред здоровью и (или) развитию обучающихся, в том числе к информации, содержащейся в информационной продукции;

* устанавливают общие требования к подключению Учреждения к единой системе контент-фильтрации (далее - СКФ) доступа к сети Интернет;
* устанавливают требования к информационной открытости Учреждения.

1. З. Использование сети Интернет в Учреждении подчинено следующим принципам:

* соответствие образовательным целям;
* способствование гармоничному формированию и развитию личности;
* уважение закона, авторских и смежных прав, а также иных прав, чести и достоинства других граждан и пользователей Интернет;
* приобретение новых навыков и знаний;
* расширение применяемого спектра учебных и наглядных пособий; - социализация личности, введение в информационное общество - информационная открытость Учреждения.

# **2. Основные понятия**

2.1. Доступ детей к информации - возможность получения и использования детьми свободно распространяемой информации.

2.2. Знак информационной продукции - графическое и (или) текстовое обозначение информационной продукции в соответствии с классификацией информационной продукции. Классификация информационной продукции осуществляется ее производителями и (или) распространителями самостоятельно в соответствии с требованиями законодательства по следующим категориям информационной продукции:

 1) информационная продукция для детей, не достигших возраста шести лет;

1. информационная продукция для детей, достигших возраста шести лет;

З) информационная продукция для детей, достигших возраста двенадцати лет;

4) информационная продукция для детей, достигших возраста шестнадцати лет;

5) информационная продукция, запрещенная для детей.

* 1. Зрелищное мероприятие — демонстрация информационной продукции в месте, доступном для детей, и в месте, где присутствует значительное число лиц, не принадлежащих к обычному кругу семьи, в том числе посредством проведения театрально-зрелищных, культурно-просветительных и зрелищно-развлекательных мероприятий.
	2. Информационная безопасность детей — состояние защищенности детей, при котором отсутствует риск, связанный с причинением информацией вреда их здоровью и (или) физическому, психическому, духовному, нравственному развитию.
	3. Информационная продукция — предназначенные для оборота на территории Российской Федерации продукция средств массовой информации, печатная продукция, аудиовизуальная продукция на любых видах носителей, программы для электронных вычислительных машин (программы для ЭВМ) и базы данных, а также информация, распространяемая посредством зрелищных мероприятий, и информация, размещаемая в информационно-телекоммуникационных сетях (в том числе в сети Интернет) и сетях подвижной радиотелефонной связи;
	4. Информационная продукция для детей информационная продукция, соответствующая по тематике, содержанию и художественному оформлению физическому, психическому, духовному и нравственному развитию детей.
	5. Информация, причиняющая вред здоровью и (или) развитию детей, информация (в том числе содержащаяся в информационной продукции для детей), распространение которой среди детей запрещено или ограничено в соответствии с законодательством.
	6. Информация порнографического характера — информация, представляемая в виде натуралистических изображений или описания половых органов человека и (или) полового сношения либо сопоставимого с половым сношением действия сексуального характера, в том числе такого действия, совершаемого в отношении животного.
	7. Классификация информационной продукции — распределение информационной продукции в зависимости от ее тематики, жанра, содержания и художественного оформления по возрастным категориям детей в порядке, установленном законодательством.
	8. Места, доступные для детей, - общественные места, доступ ребенка в которые и (или) нахождение ребенка в которых не запрещены, в том числе общественные места, в которых ребенок имеет доступ к продукции средств массовой информации и (или) размещаемой в информационно-телекоммуникационных сетях информационной

продукции.

* 1. Натуралистические изображение или описание — изображение или описание в любой форме и с использованием любых средств человека, животного, отдельных частей тела человека и (или) животного, действия (бездействия), события, явления, их последствий с фиксированием внимания на деталях, анатомических подробностях и (или) физиологических процессах.
	2. Оборот информационной продукции предоставление и (или) распространение информационной продукции, включая ее продажу (в том числе распространение по подписке), аренду, прокат, раздачу, выдачу из фондов общедоступных библиотек, публичный показ, публичное исполнение (в том числе посредством эфирного или кабельного вещания, зрелищных мероприятий), размещение в информационно-телекоммуникационных сетях (в том числе в сети Интернет) и сетях подвижной радиотелефонной связи.
	3. Эксперт — лицо, отвечающее требованиям законодательства и привлекаемое для проведения экспертизы информационной продукции и дачи экспертного заключения или осуществления классификации информационной продукции и проведения ее экспертизы.
	4. Экстремистская деятельность (экстремизм):

1) деятельность общественных и религиозных объединений, либо иных организаций, либо средств массовой информации, либо физических лиц по планированию, организации, подготовке и совершению действий, направленных на:

* насильственное изменение основ конституционного строя и нарушение целостности Российской Федерации;
* подрыв безопасности Российской Федерации;
* захват или присвоение властных полномочий;
* создание незаконных вооруженных формирований;
* осуществление террористической деятельности; - возбуждение расовой, национальной или религиозной розни, а также социальной розни, связанной с насилием или призывами к насилию; - унижение национального достоинства;
* осуществление массовых беспорядков, хулиганских действий и актов вандализма по мотивам идеологической, политической, расовой, национальной или религиозной ненависти либо вражды, а равно по мотивам ненависти либо вражды в отношении какойлибо социальной группы;
* пропаганду исключительности, превосходства либо неполноценности граждан по признаку их отношения к религии, социальной, расовой, национальной, религиозной или языковой принадлежности;
1. пропаганда и публичное демонстрирование нацистской атрибутики или символики либо атрибутики или символики, сходных с нацистской атрибутикой или символикой до степени смешения;
2. публичные призывы к осуществлению указанной деятельности или совершению указанных действий;
3. финансирование указанной деятельности либо иное содействие ее осуществлению или совершению указанных действий, в том числе путем предоставления для осуществления указанной деятельности финансовых средств, недвижимости, учебной, полиграфической и материально-технической базы, телефонной, факсимильной и иных видов связи, информационных услуг, иных материально-технических средств;
* экстремистская организация — общественное или религиозное объединение либо иная организация, в отношении которых по основаниям, предусмотренным настоящим Федеральным законом, судом принято вступившее в законную силу решение о ликвидации или запрете деятельности в связи с осуществлением экстремистской деятельности;
* экстремистские материалы — предназначенные для обнародования документы либо информация на иных носителях, призывающие к осуществлению экстремистской деятельности либо обосновывающие или оправдывающие необходимость осуществления такой деятельности, в том числе труды руководителей национал-социалистской рабочей партии Германии, фашистской партии Италии, публикации, обосновывающие или оправдывающие национальное и (или) расовое превосходство либо оправдывающие практику совершения военных или иных преступлений, направленных на полное или частичное уничтожение какой-либо этнической, социальной, расовой, национальной или религиозной группы.

**З. Виды информации, причиняющей вред здоровью и (или) развитию детей**

3.1. К информации, причиняющей вред здоровью и (или) развитию детей, относится:

1. информация, запрещенная для распространения среди детей;
2. информация, распространение которой среди детей определенных возрастных категорий ограничено.

3.2. К информации, запрещенной для распространения среди детей, относится информация:

1. побуждающая детей к совершению действий, представляющих угрозу их жизни и (или) здоровью, в том числе к причинению вреда своему здоровью, самоубийству;
2. способная вызвать у детей желание употребить наркотические средства, психотропные и (или) одурманивающие вещества, табачные изделия, алкогольную и спиртосодержащую продукцию, пиво и напитки, изготавливаемые на его основе, принять участие в азартных играх, заниматься проституцией, бродяжничеством или попрошайничеством;
3. обосновывающая или оправдывающая допустимость насилия и (или) жестокости либо побуждающая осуществлять насильственные действия по отношению к людям или животным, за исключением случаев, предусмотренных настоящим Федеральным законом;

4)отрицающая семейные ценности и формирующая неуважение к родителям и (или) другим членам семьи;

1. содержащая нецензурную брань;
2. от информации порнографического характера, от информации, пропагандирующей, либо демонстрирующей нетрадиционные сексуальные отношения и (или) предпочтения, от информации, пропагандирующей педофилию, от информации, способной вызвать у обучающихся сменить пол, а так же от распространения печатной продукции , аудио и видеопродукции, пропагандирующей насилие и жестокость, наркоманию, токсикоманию, антиобщественное поведение.

7) Посещать сайты, содержание и тематика которых не допустимы для несовершеннолетних или нарушают законодательство Российской Федерации (порнография, эротика, пропаганда, насилия, терроризма, политического и религиозного экстремизма, национальной, классовой , социальной нетерпимости, от пропаганды социального, расового, национального и религиозного неравенства и т.п. розни, иные ресурсы схожей направленности).

3.3. К информации, распространение которой среди детей определенных возрастных категорий ограничено, относится информация:

1. представляемая в виде изображения или описания жестокости, физического и (или) психического насилия, преступления или иного антиобщественного действия;
2. вызывающая у детей страх, ужас или панику, в том числе представляемая в виде изображения или описания в унижающей человеческое достоинство форме ненасильственной смерти, заболевания, самоубийства, несчастного случая, аварии или катастрофы и (или) их последствий;

З) представляемая в виде изображения или описания половых отношений между мужчиной и женщиной;

4) содержащая бранные слова и выражения, не относящиеся к нецензурной брани.

## **4. Классификация информационной продукции**

4.1. Информационная продукция для детей, не достигших возраста шести лет. К информационной продукции для детей, не достигших возраста шести лет, может быть отнесена информационная продукция, содержащая информацию, не причиняющую вреда здоровью и (или) развитию детей (в том числе информационная продукция, содержащая оправданные ее жанром и (или) сюжетом эпизодические ненатуралистические изображение или описание физического и (или) психического насилия (за исключением сексуального насилия) при условии торжества добра над злом и выражения сострадания к жертве насилия и (или) осуждения насилия).

4.2. Информационная продукция для детей, достигших возраста шести лет.

К допускаемой к обороту информационной продукции для детей, достигших возраста шести лет, может быть отнесена информационная продукция, предусмотренная п.4.1 Положения, а также информационная продукция, содержащая оправданные ее жанром и (или) сюжетом:

1. кратковременные и ненатуралистические изображение или описание заболеваний человека (за исключением тяжелых заболеваний) и (или) их последствий в форме, не унижающей человеческого достоинства;
2. ненатуралистические изображение или описание несчастного случая, аварии, катастрофы либо ненасильственной смерти без демонстрации их последствий, которые могут вызывать у детей страх, ужас или панику;

З) не побуждающие к совершению антиобщественных действий и (или) преступлений эпизодические изображение или описание этих действий и (или) преступлений при условии, что не обосновывается и не оправдывается их допустимость и выражается отрицательное, осуждающее отношение к лицам, их совершающим.

4.3. Информационная продукция для детей, достигших возраста двенадцати лет.

К допускаемой к обороту информационной продукции для детей, достигших возраста двенадцати лет, может быть отнесена информационная продукция, предусмотренная п.4.2. Положения, а также информационная продукция, содержащая оправданные ее жанром и (или) сюжетом:

1. эпизодические изображение или описание жестокости и (или) насилия (за исключением сексуального насилия) без натуралистического показа процесса лишения жизни или нанесения увечий при условии, что выражается сострадание к жертве и (или) отрицательное, осуждающее отношение к жестокости, насилию (за исключением насилия, применяемого в случаях защиты прав граждан и охраняемых законом интересов общества или государства);
2. изображение или описание, не побуждающие к совершению антиобщественных действий (в том числе к потреблению алкогольной и спиртосодержащей продукции, пива и напитков, изготавливаемых на его основе, участию в азартных играх, занятию бродяжничеством или попрошайничеством), эпизодическое упоминание (без демонстрации) наркотических средств, психотропных и (или) одурманивающих веществ, табачных изделий при условии, что не обосновывается и не оправдывается допустимость антиобщественных действий, выражается отрицательное, осуждающее отношение к ним и содержится указание на опасность потребления указанных продукции, средств, веществ, изделий;

З) не эксплуатирующие интереса к сексу и не носящие возбуждающего или оскорбительного характера эпизодические ненатуралистические изображение или описание половых отношений между мужчиной и женщиной, за исключением изображения или описания действий сексуального характера.

4.4. Информационная продукция для детей, достигших возраста шестнадцати лет

К допускаемой к обороту информационной продукции для детей, достигших возраста шестнадцати лет, может быть отнесена информационная продукция, предусмотренная п.4.З Положения, а также информационная продукция, содержащая оправданные ее жанром и (или) сюжетом:

1. изображение или описание несчастного случая, аварии, катастрофы, заболевания, смерти без натуралистического показа их последствий, которые могут вызывать у детей страх, ужас или панику;
2. изображение или описание жестокости и (или) насилия (за исключением сексуального насилия) без натуралистического показа процесса лишения жизни или нанесения увечий при условии, что выражается сострадание к жертве и (или) отрицательное, осуждающее отношение к жестокости, насилию (за исключением насилия, применяемого в случаях защиты прав граждан и охраняемых законом интересов общества или государства); З) информация о наркотических средствах или о психотропных и (или) об одурманивающих веществах (без их демонстрации), об опасных последствиях их потребления с демонстрацией таких случаев при условии, что выражается отрицательное или осуждающее отношение к потреблению таких средств или веществ и содержится указание на опасность их потребления;
3. отдельные бранные слова и (или) выражения, не относящиеся к нецензурной брани;

5) не эксплуатирующие интереса к сексу и не носящие оскорбительного характера изображение или описание половых отношений между мужчиной и женщиной, за исключением изображения или описания действий сексуального характера.

 Доступ детей к информации, распространяемой посредством сети Интернет, предоставляется операторами связи, оказывающими телематические услуги связи в пунктах коллективного доступа, при условии применения указанными операторами связи технических, программно-аппаратных средств защиты детей от информации, причиняющей вред их здоровью и (или) развитию.

4.5.В информационной продукции для детей, включая информационную продукцию, размещаемую в сети Интернет), не допускается размещать объявления о привлечении детей к участию в создании информационной продукции, причиняющей вред их здоровью и (или) развитию.

4.6.Запрещается использование сети Интернет для осуществления экстремистской деятельности.

## **5. Требования к использованию ресурсов Интернет**

5.1. Для доступа в сеть Интернет и пользования электронной почтой должны быть установлены необходимые программы. Дополнительно должно быть установлено программное обеспечение для работы с информацией

Доступ к сети Интернет должен осуществляться только с использованием лицензионного программного обеспечения.

На все компьютерное оборудование Учреждения, имеющее доступ к сети Интернет должны быть установлены СКФ, обеспечивающие ограничение доступа к Интернетресурсам, не совместимым с задачами образования и воспитания.

5.2. «Точка доступа» к сети Интернет предназначена для обслуживания работников и обучающихся Учреждения.

Использование сети Интернет в Учреждении возможно исключительно при условии ознакомления лица, пользующегося сетью Интернет в Учреждении, с настоящими Правилами.

Сотрудники и обучающиеся допускаются к работе в сети Интернет на бесплатной основе.

Выход в Интернет осуществляется в соответствии с регламентом выхода в сеть Интернет, который утверждается приказом директора Учреждения.

5.3. При использовании сети Интернет в Учреждении пользователю предоставляется доступ только к тем ресурсам, которые не содержат информации сомнительного и экстремистского содержания, не нарушают права ребенка, не причиняют вред их здоровью и (или) развитию.

Соблюдение этих требований достигается с помощью специальных технических средств и программного обеспечения контентной фильтрации (СКФ), установленного в Учреждении и предоставленного оператором услуг связи по договору с Учреждением.

5.4. Средствами контент-фильтрации доступа к сети Интернет (далее - СКФ) являются аппаратно-программные или программные комплексы, обеспечивающие ограничение доступа к интернет-ресурсам, не совместимым с задачами образования и воспитания обучающихся.

5.5. Для подключения к единой системе контент-фильтрации доступа к сети Интернет Учреждение использует СКФ, рекомендованные Минобрнауки России, либо СКФ, приобретенные им самостоятельно. Средства контент-фильтрации доступа к сети Интернет, включая бесплатные дистрибутивы программного обеспечения, размещены в сети Интернет на сайте единой системы контент-фильтрации доступа к сети Интернет по адресу: www.skf.edu.ru

5.6. СКФ, используемые в Учреждении, должны отвечать следующим требованиям: - реализовывать единую политику для всех общеобразовательных учреждений по исключению доступа к интернет-ресурсам, не совместимым с задачами образования и воспитания обучающихся;

* обеспечивать беспрепятственный доступ к информации, распространение которой в Российской Федерации в соответствии с законодательством Российской Федерации не ограничивается или не запрещается;
* обеспечивать мониторинг использования интернет-ресурсов в образовательном процессе в целях обучения и воспитания обучающихся;  обеспечивать возможность адаптации к изменяющимся угрозам, условиям эксплуатации, требованиям законодательства Российской Федерации и предписаниям надзорных органов;
* обеспечивать фильтрацию контента по спискам категорий, рекомендованным Минобрнауки России и размещенным в сети Интернет на сайте единой системы контентфильтрации доступа к сети Интернет по адресу: www.skf.edu.ru.

5.7. Установка СКФ производится на все компьютерное оборудование Учреждения, имеющее доступ к сети Интернет (далее - устройства). При установке СКФ на устройства Учреждение направляет уведомление об их подключении по форме регистрации СКФ, размещенной в сети Интернет на сайте единой системы контент-фильтрации доступа к сети Интернет по адресу: www.skf.edu.ru, а также уведомляют орган исполнительной власти субъекта Российской Федерации, осуществляющий управление в сфере образования, об установке СКФ в Учреждении с указанием количества подключенных устройств, наименования и количества СКФ, используемых в Учреждении.

**6. Порядок и ответственность использования сети Интернет**

6.1, Использование сети Интернет в Учреждении осуществляется для организации образовательного процесса в Учреждении и обеспечении информационной открытости Учреждения. В рамках развития личности, ее социализации и получения знаний в области сети Интернет и компьютерной грамотности может осуществляться доступ к ресурсам необразовательной деятельности.

* 1. Учреждение формирует открытые и общедоступные информационные ресурсы, содержащие информацию об их деятельности, и обеспечивает доступ к таким ресурсам посредством размещения их в информационно-телекоммуникационных сетях, в том числе на официальном сайте Учреждения в сети «Интернет».

Учреждение обеспечивает открытость, доступность этой информации, требования к ее соде жанию.

.2. Персональные данные об обучающихся могут размещаться на Интернетресурсах Учреждения только с письменного согласия обучающегося и (или) родителей (законных представителей) несовершеннолетнего обучающегося. Персональные данные педагогических работников и других сотрудников Учреждения размещаются на Интернетресурсах Учреждения только с письменного согласия работника, чьи персональные данные размещаются. В информационных сообщениях на сайте Учреждения без согласия лица законного представителя) могут быть упомянуты только его фамилия и имя.

* 1. чреждение не несет ответственность в случае наступления возможных рисков и последствий опубликования персональных данных, если имелось письменное согласие лица (законного представителя) на опубликование данных.
	2. Разрешается использовать оборудование классов только для работы с информационными ресурсами и электронной почтой и только в образовательных целях или для осуществления исследовательской деятельности. Любое использование оборудования в коммерческих целях запрещено.

Запрещена передача внешним пользователям информации, представляющей коммерческую или государственную тайну, распространять информацию, задевающую честь и достоинство граждан.

* 1. Учреждение является ответственным за обеспечение эффективного и безопасного доступа к сети Интернет, а также за внедрение соответствующих технических, правовых и других механизмов в Учреждении.

Учреждение в пределах своей компетенции в приоритетном порядке осуществляет профилактические, в том числе воспитательные, пропагандистские меры, направленные на предупреждение экстремистской деятельности.

* 1. Непосредственное определение политики доступа в Интернет осуществляет

Управляющий Совет Учреждения.

Управляющий Совет:

* выполняет функции общественного контроля в сфере защиты детей от информации, причиняющей вред их здоровью и (или) развитию;

При осуществлении общественного контроля Управляющий Совет вправе:

1. осуществлять мониторинг оборота информационной продукции и доступа детей к информации, в том числе посредством создания ”горячих линий”;
2. обращаться в федеральный орган исполнительной власти, уполномоченный Правительством Российской Федерации, для проведения экспертизы информационной продукции в соответствии с требованиями настоящего Федерального закона.
	1. Руководитель Учреждения приказом по Учреждению назначает ответственного за организацию работы в сети Интернет и ограничение доступа к информации.
	2. Во время занятий контроль за использованием обучающимися сети Интернет в соответствии с Правилами осуществляет педагог, ведущий занятие.

Педагог принимает меры для пресечения попыток доступа к ресурсу (группе ресурсов), не совместимых с задачами образования и воспитания, вплоть до запрета дальнейшей работы обучающегося в сети Интернет в случае нарушения Правил и иных нормативных документов, регламентирующих использование сети Интернет.

* 1. Во время свободного доступа обучающихся к сети Интернет вне учебных занятий в библиотеке, кабинете информатики и в других учебных кабинетах, контроль использования ресурсов Интернета осуществляют работники Учреждения, закрепленные приказом руководителя за этими кабинетами.

Работник Учреждения наблюдает за использованием компьютера в сети Интернет обучающимися и принимает меры по пресечению обращений к ресурсам, не имеющим отношения к образовательному процессу.

* 1. Педагог (работник) по окончании занятия сообщает классному руководителю о случаях нарушения обучающимися установленных Правил пользования Интернетом.
	2. Пользователь при работе в сети Интернет обязан выполнять настоящие Правила.

При входе в кабинет, необходимо обратиться к лаборанту (учителю или работнику, ответственному за кабинет) или администратору за разрешением для работы в сети Интернет.

Посетителю предоставляется рабочее место, при наличии свободного, и после регистрации в журнале учета.

В начале работы пользователь обязан зарегистрироваться в системе, т.е. ввести свое имя регистрации и пароль. Запрещается работать под чужим регистрационным именем, сообщать кому-либо свой пароль, одновременно входить в систему более, чем с одной станции.

За одним рабочим местом должен находиться только один пользователь.

* 1. Каждый пользователь при наличии технической возможности может иметь персональный каталог, предназначенный для хранения личных файлов общим объемом не более 5 Мб. Аналогично может быть предоставлена возможность работы с почтовым ящиком. При возникновении проблем необходимо обратиться к администратору.
	2. Пользователю предоставляется возможность (с разрешения администратора) переписывать полученную информацию на личные носители информации, предварительно проверенные на наличие вирусов.

Отправка электронной почты с присоединенной к ней информацией, запись информации на носители осуществляется с разрешения администратора.

* 1. Запрещается работать с объемными ресурсами (video, audio, chat, игры) без согласования с администратором,

Запрещается доступ к сайтам, содержащим информацию сомнительного содержания и противоречащую общепринятой этике.

* 1. Пользователю запрещено вносить какие-либо изменения в программное обеспечение, установленное как на рабочей станции, так и на серверах, а также производить запись на жесткий диск рабочей станции. Запрещается осуществлять перезагрузку компьютера без согласования с администратором локальной сети.

При возникновении технических проблем пользователь обязан поставить в известность администратора локальной сети.

* 1. Пользователям запрещается:
* загружать и распространять материалы, содержащие вирусы или другие компьютерные коды, файлы или программы, предназначенные для нарушения, уничтожения либо ограничения функциональности любого компьютерного или телекоммуникационного оборудования или программы для осуществления несанкционированного доступа, а также серийные номера к коммерческим программным продуктам и программы для их генерации, логины, пароли и прочие средства для получения несанкционированного доступа к платным ресурсам в Интернете, а также размещение ссылок на вышеуказанную информацию;
* загружать и запускать исполняемые либо иные файлы без предварительной проверки на наличие вирусов установленным антивирусным пакетом;
* изменять конфигурацию компьютеров, в том числе менять системные настройки компьютера и всех программ, установленных на нем (заставки, картинку рабочего стола, стартовой страницы браузера);
* осуществлять действия, направленные на «взлом» любых компьютеров, находящихся как в «точке доступа к Интернету» Учреждения, так и за его пределами;
* использовать возможности «точки доступа к Интернету» Учреждения для пересылки и записи непристойной, клеветнической, оскорбительной, угрожающей, экстремистской и порнографической продукции, материалов и информации.
	1. Пользователи несут ответственность за содержание передаваемой, принимаемой и печатаемой информации.

При случайном обнаружении ресурса, содержание которого не имеет отношения к образовательному процессу, учащийся обязан незамедлительно сообщить об этом преподавателю, проводящему занятие. Преподаватель обязан зафиксировать адрес ресурса и время его обнаружения и сообщить об этом лицу, ответственному за работу сети и ограничение доступа к информационным ресурсам.

* 1. Лаборант кабинета информатики или администратор принимают меры по защите обучающихся от информации, пропаганды и агитации, наносящей вред здоровью, нравственному и духовному развитию, в том числе, от национальной, классовой, социальной нетерпимости, от рекламы алкогольной продукции и табачных изделий, от пропаганды социального, расового, национального и религиозного неравенства, от информации порнографического характера, от информации, пропагандирующей нетрадиционные сексуальные отношения, а также от распространения печатной продукции, аудио- и видеопродукции, пропагандирующей насилие и жестокость, наркоманию, токсикоманию, антиобщественное поведение, экстремизм.

Лаборант кабинета информатики или администратор обязан вести регулярный мониторинг трафика локальной сети при помощи соответствующих средств мониторинга.

При выявлении признаков подозрительного трафика или появления открытых портов на рабочих станциях или сервере совместного доступа он должен:

* прервать сеанс связи рабочей станции, генерирующей данные, вызвавшие подозрение.
* поставить в известность пользователя этой рабочей станции.
* после окончания работы пользователя выполнить внеочередную проверку жесткого диска рабочей станции на наличие вредоносного ПО, при необходимости восстановить данные на жестком диске с резервной копии.
* при обнаружении дополнительного открытого tcp-I101)Ta на рабочей станции лаборанта или на сервере совместного доступа к сети Интернет обратиться в компанию, осуществляющую техническую поддержку либо устранить проблему самостоятельно (при наличии необходимой квалификации).

Лаборант кабинета информатики или администратор, педагогические работники обязаны осуществлять профилактические, в том числе воспитательные, пропагандистские, меры, направленные на предупреждение экстремистской деятельности.

6.19. Пользователь обязан сохранять оборудование в целости и сохранности.

При нанесении любого ущерба (порча имущества, вывод оборудования из рабочего состояния) пользователь несет ответственность, предусмотренную законодательством Российской Федерации.

При возникновении технических проблем пользователь обязан поставить в известность лаборанта кабинета информатики.